BRFABISR | Privacy Policy

—. FEHAZERSEE | Scope of Application
ABSRERTIEER (FHM) BRASRMEN SaaS &= mEHXRS . FARMNMNRS
R R ERIBEARBR M ZAK
This policy applies to the SaaS product and related services provided by [Your Company
Name]. By using our services, you consent to the terms herein.

—. EBRUKESEE | Information We Collect
1. KPEE  #E. BFHAE. BB, bW EE (WER)

Account Information. Name, email, password, organization details (if applicable)
2. fTA¥UE . TiREEASE. FARK. Pt REFRIRFT

Usage Data. Feature engagement metrics, duration, IP addresses, device identifiers

=. BIEFEA% | Data Usage
AR AT ERMRE T IEEE:
We process data only under the following legal bases:
o EBITERIXS (GDPR % 6(1)(b)%)
Contractual necessity (GDPR Art.6(1)(b))
o BFAEXS (GDPRZE 6(1)(c)%)
Legal compliance obligations (GDPR Art.6(1)(c))
o EEBMWAE (GDPR % 6(1)(F)5)
Legitimate business interests (GDPR Art.6(1)(t))

. #IBREEAPR | Data Retention

Bimse® REEHARR ERKAE
KAER Mk P EIEAJE 180 K BRENS
HS8dRE 124°H Mgk

FIE X EIRE FINRRRIF 2 F REIFINE

Data Type | Retention Period [ Legal Basis

Account Data | 180 days post-account expired | Contractual obligations

Log Data | 12 months (permanently anonymized thereafter) | Cybersecurity Law
Dispute-related Data | 2 years post-resolution | Civil Procedure Law

T, BIEHAZPRE | Data Sharing
1. FRELE  REAFRREERABRE=THEHE
Prohibition: No sale of data to third parties without explicit consent
2. BINEEKE - XRTIET ISO 27001 INER =ARE®E (AWS/GCP/Azure)
Authorized  Partners. Limited to ISO 27001 certified cloud providers



(AWS/GCP/Azure)
3. HAEEE  XEWIAEICERSKEESKE

Legal Disclosure: Compliance only upon valid court orders

. APAWF SFR% | User Rights & Limitations
BE
You have the right to:
o IEREIERIAR (BFERFE 1R, BHIR50/,°K1FE)
* Requestdatacopies(1freeannually,50 per additional request)*
o IRUEMBRIFER
Request deletion
o HEHERE (TESFERSINEZIR)
Withdraw consent (may limit service functionality)
BMNRBAEMNTERIBLIT KA
We reserve the right to deny requests when:
o EKRBHAMEEE (GDPRE 12(5)%)
Requests are manifestly unfounded (GDPR Art.12(5))
o  WIERMEFEIIENBS

Failed authentication or suspected fraud

. BEEEH LR | International Transfers
1. MRBZIEBIIRESERK (SCCs) L
EU data transferred under Standard Contractual Clauses
2. FEBHEFHETREARSS (RE (NKZREZX) % 37 %)
China data stored locally per Cybersecurity Law Art.37

J\. &% FEH | Disclaimer
BMNXBFETWIRENRIRER, ELERIEENZE. ARTRAFTE=ZTHESETN
HIEHE, RN TRERE.
We implement industry-standard protections, but cannot guarantee absolute security. We
shall not be liable for data breaches caused by force majeure or third-party attacks.

Ju. $UARR | Dispute Resolution
AARBR~ENFIN, WHTREREXHEEMBNE R, ERAPEZEE.
Disputes arising from this policy shall be resolved through arbitration at [Arbitration
Institution] under the laws of China.

+. BURE#H | Policy Updates
BEARTERRR 30 KRBT MERFERA . HEERRS U AEZTHER.
Material changes will be notified 30 days in advance via registered email. Continued use
constitutes acceptance.



